
 

Online Security Tips 

 

 

In today’s world, the internet has become the new way of banking. With that come many risks. 

 

 Email scams 

 Cyber Threats 

 Identity Theft 

 

Millennium Bank wants our customers to know that there are ways to help protect your information.  

Ways to do this are making your passwords more complex, changing them more often, never sharing 

your passwords and protecting your electronic devices with anti-virus software. 

 

Here are some other helpful ways to protect your information: 

 

 Use caution when using your electronic devices in public places which provide free Wi-Fi. 

 

 Consider using a credit card verses your debit card when making purchases online.  This will 

 protect your bank account. 

 

 Make sure the websites you are on are secure.  Secure websites will have an https in the URL’s 

 

 Don’t save personal passwords on an unsecure electronic device. 

 

 Beware of Pop Ups as they may divert you to an unsecure site. 

 

 Never open an Email with an attachment if you are not sure who sent it or you are not expecting 

 one. 

  

  

Millennium Bank will never initiate a request, through a phone call, email or fax, any personal 

information which would include your User Code or Password. 

 

If you feel your accounts or debit cards may have been compromised in any way, please notify the bank 

Immediately by calling 785-761-2265 or stop by at 121 N Washington St, Junction City, KS 66441. 


